TRIPLE POINT

SECURITY

Comprehensive Cyber and Cloud Security Solutions

Triple Point Security is a full-service cybersecurity, cloud computing security, and talent development consulting firm
that specializes in securing cutting-edge information technology (IT) and managing risks in hybrid IT environments.
Our consultants combine their deep technical knowledge with best practices from our technology partners, public and
private sector engagements, and academic partners to deliver cybersecurity solutions and risk management services
that support your organization with accomplishing its business and mission objectives.

Triple Point Security is an Amazon Web Services (AWS) Services Select Partner and a Microsoft Azure Cloud Solution
Provider (CSP). Our team consists of trained, certified, and experienced cloud security and cybersecurity professionals
that are able to support your organization’s most demanding challenges. We are an SBA-certified small, disadvantaged
business and HUBZone firm qualified to accept direct awards from the federal government and possess Best-In-Class
government-wide acquisition contracts.

Our Experience

Zero Trust Architecture (ZTA) Assessment and Roadmap Development. Triple Point Security is

supporting the NIH CISO with a 3-year ZTA initiative to assess the maturity of the enterprise and to

develop technology roadmaps for the Advanced and Optimal maturity levels. The initiative consists of

evaluating enterprise-wide services across the 5 ZTA pillars and 3 cross-cutting capabilities. Following
roadmap development, the firm is positioned to support the technical implementation of the roadmaps through M365
configuration, AWS and Azure enhancements, and implementation of security technologies.

All of Us Research Program Cybersecurity Program Support. The All of Us Research Program’s
objective is to tailor medical treatment and care based on the genetics of the patient. Triple Point Security AII
provides technical subject matter expertise in the areas of cloud computing security, Risk Management [KJ2 us
Framework (RMF), threat management, and incident response. The Team has supported the program’s
Security Officer for over 9 years with program operations and special projects.

RESEARCH PROGRAM

CISO with managing the security posture of external research partners and the Institute’s BioData

Catalyst (BDC) environment, a cloud-based ecosystem of research data, analytical tools, and applications.
NHLBI The Team utilizes security frameworks, such as the RMF, Cyber Security Framework (CSF), and NIST

Special Publication 800-171 Rev. 3, to evaluate the security posture and practices of third-party research
partners. We support project stakeholders with managing risks against operational requirements, and the Team offers
Cyber Threat Intelligence (CTI) services to augment the CISO’s SecOps capabilities.

m) Cybersecurity Services and Enterprise Architecture Support. Triple Point Security supports NHLBI’s

Security has supported the NHGRI CIO and ISSO for over 8-years across Al, cloud, and cybersecurity

initiatives. The Team is deploying Terraform Infrastructure-as-Code (IaC) across the Institute’s AWS,

Azure, and GCP environments using GitHub Enterprise Cloud as the code repository. Triple Point Security NHGRI
developed a secure, multi-cloud Al application that integrates AWS, Azure, and GCP Al services to provide

chat and image generation capabilities for NHGRI researchers and the NHGRI enterprise.

Cloud Development Security and Operations (DevSecOps) and Secure Al Adoption. Triple Point m)

H NIH Cybersecurity Program Enterprise Security Tools Cloud Migration to AWS. Triple Point
‘ py C Security migrated NIH enterprise security tools to CIT’s AWS managed environment. The migration
Centerfor InformationTechnology - included vulnerability and incident management tools as well as custom cybersecurity applications.
The Team encountered lift-and-shift, system refactoring/cloud optimization use cases, and use cases that were not
suitable for cloud migration. The team developed a custom DevSecOps CI/CD pipeline solution to automate resource
provisioning and management.

Enterprise Cybersecurity Support Services. Triple Point Security supports the NCI CISO’s Governance, !

Risk, and Compliance (GRC) and SecOps programs. The GRC Team provides ISSO support and conducts E?A}@(%L
system assessments consistent with the RMF and manages results within the NIH’s Cyber Security [NSTITUTE
Assessment and Management (CSAM) system. The SecOps Team supports the CISO and Deputy CISO with

managing vulnerabilities, cyber threats, and incidents for on-premises and cloud-based systems.
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Our Technology Partners

aWS AWS Services Select Partner with a certified

Authorized Trellix partner and solution

and experienced team at the Foundational, Trelllx reseller with staff to configure and

Associate, Professional, and Specialty levels.

@ Skyh 19 h reseller with trained staff to deploy,

Security .
configure, and manage the product.

manage the cloud instance and agents.

Authorized consulting partner and A Azure for Government Cloud Solution
Azure

Provider (CSP) with experienced and
certified practitioners on staff.

Company Information

Year of Incorporation: 2010
UEI Number: XSJMFUNCEAAS
CAGE Code: 6CWCO
SBA Status: Small Disadvantaged Business
HUBZone HUBZONE
CERTIFIED
SAM Status: Registered
Contract Information
Contract Vehicles o

GSA Multiple Award Schedule (#47QTCA19D004D)

HACS, Cloud, Health IT, and Professional Services SINs
GSA STARS 111 Joint Venture (#47QTCB21D0399)
National Institutes of Health CIO-SP3 8(a) (#75N98119D00035)
National Institutes of Health CIO-SP3 SB (#75N98120D00099)
Small Business Administration HUBZone direct award

NAICS Codes

541512 - Computer Systems Design Services
541513 - Computer Facilities Management
541519 - Other Computer Related Services
541611 - Management Consulting Services
221118 - Other Electric Power Generation

ONITAAC

G S A REIMAGINING ACQUISITIONS
s\

Multiple Award Schedule
(MAS) Contract Holder

RESTARS

SIC Codes

7373 - Computer Integrated Systems Design
7379 - Computer Related Services

8741 - Management Services

8742 - Management Consulting Services
4911 - Electric Services

General Information

Telephone: (703) 788-6781
Website: https://www.triplepointsecurity.com
Address: 161 Fort Evans Road NE, Suite 325
Leesburg, VA 20176

Points of Contact
Carlo Espiritu Brian Bataille Sean McGurn
Principal Sr. Associate Sr. Associate
M: (703) 216-8650 M: (703) 655-8251 M: (410) 507-8247
cespiritu@triplepointsecurity.com bbataille@triplepointsecurity.com smcgurn@triplepointsecurity.com

Andrew Kulak, Ph.D.
Associate
M: (703) 826-5528

akulak@triplepointsecurity.com

Angeli Miller
Operations Manager
M: (703) 609-5050

amiller@triplepointsecurity.com
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